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The industry’s most extensive analysis of this dynamic
market from a regional and vertical market perspective —
forecast to reach over $172.4 billion globally in 2020.

This is the first edition of the IHS research into the cybersecurity market. The study is
composed of 2 regional volumes: EMEA and North America which can be purchased as a 2
volumes package or individually. Given the complexity of cybersecurity threats and the
diversity of the market for cyber solutions, IHS, after much industry demand provides this
detailed analysis of individual vertical markets from market specific operating models to key
trends and development opportunities providing for the first time an analysis of where the
future revenues from cyber will arise.

IHS developed this report using a variety of sources, the core of which was composed of
primary research interviews with strategic cybersecurity specialists. This research contains in-
depth analysis of factors affecting each region along with comprehensive market forecasts for
each of the major cyber vertical markets. Along with a competitive environment analysis, a
global end-user survey is included to provide insight to the requirements, budgeting and
challenges of implementing cyber security in different vertical markets. The report provides a
clear and concise outlook on the market giving vendors and other industry stakeholders crucial
insight into the opportunities and dynamics of the market over the forecast period.
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Key Issues Addressed Applicable To

» What are the key drivers driving the e Gain market understanding
cybersecurity market across multiple o Identify growth opportunities
vertical markets? e Analyze and measure the global

e Which verticals provide the most cybersecurity market by identifying
attractive opportunities? investment across various industry

e Who is providing the key services verticals
associated with cyber? Where are the e Understand the trends that will drive future
most revenues being made? changes in cybersecurity technology

e Who were the leading suppliers of e Understand the trends in the usage of
each vertical in cybersecurity products cybersecurity technologies
and services? What are the emergent e Understand the competitive landscape.
trends in supplier base? e Identify the right markets
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